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Items 1-3 are not disputed with one exception.  The plaintiff’s parent 

corporation is based in New York, not Texas.

Item 4 is not in dispute.  I too believe the plaintiff has not done enough 

Research.  Had they done enough research on the issue they are suing me over
They would have realized that relays.osirusoft.com has been shut down since
August 26, 2003.
Item 5 is disputed in its entirety.  At no time has relays.osirusoft.com been
A part of the business.  At no time have I called relays.osirusoft.com a 
blacklist. 
Item 6 alleges relays.osirusoft.com to be a business.  This is untrue.  Additionally, no claims as to the accuracy of the list are made, nor has there been any monetary compensation from anyone for its existence.

Item 7 is untrue, but due to a severe dos attack since May of 2003 and still ongoing, which has been widely publicized, it was impossible to respond properly to their complaint.  Although the plaintiff is aware of this fact, they chose to sue me anyway.  As for the “no reasonable way” to clear from the listing, this is subjective.  One of my company’s networks is still under a dos attack to such a degree as to totally disable osirusoft.com’s actual business services.  My company has been forced to abandon all references to osirusoft.com in order to maintain business practices, and no law enforcement agency has been useful in any form to stop it.  At the time of the incident, I was in Memphis Tennessee, and unable to do much of anything for weeks.  Upon my return home, within a couple weeks, I gave up, as published on several forms of publicly available media.
http://www.pcworld.com/news/article/0,aid,113871,00.asp

” Three leading antispam sites that hosted spammer blacklists were shut down in August after becoming victims of distributed denial of service attacks. It's believed spammers launched the attacks using the Sobig worm/Trojan.
”
It is my belief that although the plaintiff is aware of the problems that they wish to shut me down by making it unaffordable to defend, even though I have no intention of continuing the operations of relays.osirusoft.com.

Item 8 seems vague.


Item 9 is disputed.  There has never been any actual business relationship with anyone using data from my site.  As an entity, I have the right to refuse mail from anyone, and should anyone query data from my site, the burden of responsibility falls on the administrators refusing traffic, not me.  No promises have been made as to the accuracy of the data, other than to respond reasonably.  The ddos attack against my network is a force majure condition, of which, the plaintiff has been informed.
Item 10 can neither be refuted nor confirmed.  The plaintiff has not produced a usable IP address with which to respond to.  In any case, the entire IPV4 address space has been listed, to eliminate its usage entirely, and has been since August 26, 2003, and all data has been removed from my system as it relates to ANY specific listing since that time as well.

At the time the plaintiff complained to me about their listing, I told them I had no access to my own systems, as I was in Memphis.  I could not respond because of the ddos (Distributed denial of Service) attack, and cannot be held responsible for that.  Further, and due to the level of the attack, I have been unable to receive any email for months.  I made several calls to the FBI, of which, all I received in return was placating comments.  No law enforcement agency was usable in solving my problem.
I hung up on both the plaintiff and said attorney with cause.  Even though they knew I could not help them, they were being unreasonable in their demands, and I needed to work towards solving the problem, not bantering with them.  Their claim that their mail server has not been removed is not accurate.
Item 11 is disputed.  Defendant claims no responsibility for plaintiff being unable to maintain contact with their customers.  As there are several forms of communication, plaintiff could have used web based traffic, fax, phone or actual mailed letters through the US postal service.  Email has never been a guaranteed form of communication.  Further, defendant takes no responsibility for the actions of others.

Item 13 is disputed in its entirety.  Plaintiff once again alleges that relays.osirusoft.com is a business.  Relays.osirusoft.com has never been anything other than a liability and a response to mass amounts of spam.

Item 14 alleges relationships that just do not exist.  No access to data from relays.osirusoft.com is granted nor denied.

Item 15 implies negligence in communication, which due to force majure conditions may be true.  It’s not easy to communicate with people when a 100 MBPS ddos attack is occurring.  
a) not true.  Admins accessing the name servers assume responsibility for this action.
b) Not true, the SOBIG trojan and thousands of unknown individuals did that.
c) Not true, see item b.
d) At such time as it was obvious that I wouldn’t be able to help them in their timeline, I did in fact hang up on them, as I would anyone being unreasonable.

Item 16 is disputed, although the ddos attack was costing the internet millions of dollars daily until admins stopped querying my site for data.

Item 18 is untrue.  There has never been any monetary or otherwise economic relationship with any individual, corporation, nor entity.  There has been a continual expense however, in the form of bandwidth used, and as can be confirmed by other sources, a severe liability of the ddos attack against me.  It is my belief that Pallorium is chosing to capitalize on this event for their own gain.

Item 19, what relationships?  How could a single individual know all of the sites accessing my site?  More than 10000 queries per minute are being responded to even today, without legitimate data to send.


Item 20 is disputed.  I created my list to keep my email inbox clean, and for those who had email accounts on MY system.  The burden of responsibility for loss falls on administrators using said data, not me.


Item 21 assumes I have direct knowledge of Pallorium’s activites.  Such is not the case.  Plaintiff further has yet to prove losses.

Item 22 is disputed.  Further, and as both the plaintiff and plaintiff’s attorney has been made aware or should reasonably be aware, a ddos attack on my system prevented many forms of responses to their complaints, and such an incidence is force majure.

Fourth Cause of Action
Item 24 is inaccurate.  It assumes that relays.osirusoft.com is a business, which it is not.  As for the course of conduct, this is subjective at best.  Relays.osirusoft.com became unusable in May of 2003, with only sparce updates to secondaries after such time, due to the ddos attack against it.

Item 25
a) Untrue.  Others have created products that reference relays.osirusoft.com.  There has never been any compensation of any form for access to the data.
b) Is untrue.  A ddos attack against the name servers for osirusoft.com have caused this, not me.
Item 26, in its entirety, is untrue.  17200 implies unfair competition.  Such a claim implies unfair competition, of which, I doubt seriously our businesses have any reason to be in competition with each other.  Additionally, and as relays.osirusoft.com is not a business nor is it a service of OsiruSoft Research and Engineering, said claim is moot.
As such claims 27-29 are disputed in their entirety.  
As to the plaintiff’s request for a restraining order, such a request would be deemed pleonastic, as the defendant, me, has ceased all activities since August 26, 2003, prior to the plaintiff’s lawsuit.  Any losses the plaintiff should claim are moot, as defendant assumes no liability for the actions of others.  Further, and as the plaintiff is well aware of the SOBIG virus/Trojan, and as the plaintiff is well aware or should otherwise be well aware of this fact, it would be in the plaintiff’s interest to dismiss this case without prejudice.  For any actual successful visits to http://relays.osirusoft.com, the response given is: “Due to the severe drain of resources, relays.osirusoft.com will be down for an undetermined period of time. Please ask all sites using data from relays.osirusoft.com to stop until further notice.”
This can be confirmed by visiting http://68.167.168.130 which is the unaffected part of my network.  It is my belief that due to force majure conditions, the court should be willing to dismiss this case without prejudice, or with prejudice should the plaintiff pursue this matter.  Many links to osirusoft clearly inform users to stop using data from relays.osirusoft.com.  It is a widely known fact that I do not want people accessing my site, and that it is costing me a considerable amount of money to recover my company’s domain in a usable fashion.  For example:
http://search.yahoo.com/search?p=osirusoft&ei=UTF-8&fr=fp-tab-web-t&cop=mss&tab= References several times, crippling attacks against relays.osirusoft.com, forcing me to use another domain name to keep my actual business going.  There are also references to the FBI’s uselessness on the issue.  Due diligence has been attempted to solve the problem, and no workable solution has been found.  In accordance with any business practice, good faith measures have been attempted to mitigate any problems, but one thing you can’t teach people is intelligence.  People still get infected with Trojans and viruses, and one such Trojan has been designed to attack me.
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